
 
  DEPARTMENT OF THE ARMY 

US ARMY INSTALLATION MANAGEMENT COMMAND 
HEADQUARTERS, UNITED STATES ARMY GARRISON, JAPAN 

UNIT 45006 
APO AREA PACIFIC  96343-5006 

 
      REPLY TO 
                          ATTENTION OF                                                                                                       
 

INTERNET USAGE – PARENT CONSENT 
 
I, _____________________________________________________, the parent/legal guardian of 
_____________________________________________________________________________.  
Do hereby give permission and consent for him/her to have access to the internet and/or  wifi network in the Camp 
Zama Youth Center.  All members who desire and are authorized use of the internet in the computer lab and wifi 
network by their parent/legal guardian are required to complete an internet safety training class.  Members must also 
provide their MAC address in order to gain access to the wifi network. The Wifi Network is filtered using CipaFilter 
software. While this and other safety precautions are required for all Child, Youth & School (CYS) Services 
facilities, it is possible that a youth may access inappropriate sites through the internet.  The Camp Zama Youth 
Center has established and posted rules, including consequences for violations.  Consequences for violations may 
include loss of access for specific periods based on the seriousness of any incident. 
 
 
 

CIRCLE ONE My child has… 

Yes No My permission to access the internet through the Computer Lab at the Camp Zama Youth 
Center. 

Yes No My permission to access the wifi network at the Camp Zama Youth Center which is filtered 
using CipaFilter Software and using own devices such as iTouch, laptop, etc. 

CIRCLE ONE My permission to access the following sites 

Yes No Media Viewing (ie. YouTube, Vimeo, Etc.  

Yes No Images (using safe search on Google, Yahoo etc.) 

Yes No Chatting  (ie. MSN Messenger, AOL, Skype, etc. no chat rooms allowed)  

Yes No Gaming Sites (ie.Addicting games, miniclips, etc.) 

Yes No Social Networking (ie. Facebook, Twitter, MySpace, etc. )  

 
USAGE RULES 

 
PRIVACY.  Network storage areas may be treated like school lockers.  Network administrators may review 
communications to maintain system integrity, and to ensure that students/youth are using the system responsibly. 
 
ILLEGAL COPYING.  Students should never download or install any commercial software, shareware, or 
freeware onto network drives or disks, unless they have written permission from the Network Administrator.  Nor 
should students copy other people’s work or intrude into other people’s files. 
 
INAPPROPRIATE MATERIALS OR LANGUAGE.  No profane, abusive or impolite language shall be used to 
communicate nor should materials be accessed which are not in line with the rules of appropriate school behavior.  
A good rule to follow is never view, send, or access materials which you would not want your teachers and parents 



to see.  Should youth encounter such material by accident, they should report it to the tech lab instructor 
immediately. 

 
PASSWORD PROTECTION.  Passwords are for individual members only.  Youth may not give their password to 
anyone. 
 

WIRELESS NETWORK 
 

Wireless filtered internet access is provided as a convenience to authorized Youth Center members.  Users are 
issued individual usernames and passwords by the FTS after user turns in a signed copy of wireless permission form.   
All activity on the Internet is logged to the user’s name.  In order to have access to the wifi network, authorized 
members must provide the MAC addresses of their wireless devices to the FTS. 
 

VIOLATIONS 
 

Violations of the Usage Rules and terms will result in the following consequences: 
1. First Offense: loss of privileges for 3 months 
2. Second Offense: loss of privileges for 6 months 
3. Third Offense: loss of privileges for 1year 

*Please note that members found in violation will have their MAC addresses blocked and both the parents and the 
youth must resign the agreement form after each violation. 
 
            WIRELESS DEVICE                  **MAC ADDRESS 
 
_______________________________________                         __________________________ 
 
_______________________________________  __________________________                        
 
_______________________________________  __________________________                        
 
** Go to www.zamayouthcenter.org/wireless to find out how to get the MAC address from your device.  
 
I have read the above information about the appropriate use of computers at the Camp Zama Youth Center and I 
understand and agree to the conditions stated herein.  A copy of this agreement will be retained by the network 
administrator, Camp Zama Youth Center. 
 
 

Parent/Guardian Signature Club Member’s Signature 
  
  

Date Age 
 
 

Tech Lab Instructor Signature Date 
 

http://www.zamayouthcenter.org/wireless

	INTERNET USAGE – PARENT CONSENT: 
	I: 
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	CheckBox1: 0
	WIRELESS DEVICE: 
	MAC ADDRESS: 
	undefined: 
	undefined: 
	undefined: 
	undefined: 
	administrator, Camp Zama Youth Center: 
	Parent/Guardian Signature: 
	Date: 



